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	（一）、RFID Interrogator Functionality

An RFID interrogator is an electronic device that generates and receives an interrogation signal (in fact this signal is in its nature a radio signal). These radio signals are radiated or received by an antenna or antennas that are attached to the interrogator. Depending on their type, interrogators can have various capabilities, which include

· Reading and writing data to tags.

· Operating on either a single or on multiple frequencies.

· Performing anticollision processing.

· Reading bar code or other Automatic Data Collection (ADC) capabilities; these are called hybrid interrogators.

RFID Interrogator Components and Their Function

· A receiver that holds an amplifier and a demodulator

· A transmitter that holds a modulator and a power amplifier

· An oscillator

· A controller/processor

· An input/output port to an antenna

Interrogator Installation

When installing interrogators, not only is the optimization of the interrogation field important but several other considerations must also be taken into account. They are

· Ensuring equipment safety

· Ensuring employee safety

· Maintaining proper functionality

· Making proper connections for power and data

· Understanding the environmental limitations of the equipment

（二）、RFID Antennas

RFID antennas are always connected to an interrogator. This allows for the transmission of signals to and from the tag.

Antenna Design

Depending on the design, antennas can be either mono-static or bi-static:
· Mono-static antennas are based on a principle by which a single antenna transmits a signal coming from the interrogator to the area as well as receives a signal coming from tags and these functions are switched in fractions of seconds. This requires use of a circulator in a reader that multiplexes the receive and transmit signals through a single port. There is some loss and phase distortion due to the use of a circulator.

· Bi-static antennas include two antennas, where one antenna is dedicated to transmitting, and the other antenna is dedicated to receiving. Both dedicated antennas can be but do not have to be in the same casing. In bi-static antenna, a circulator is not required, which improves the performance and sensitivity of the antenna.

Antenna Polarity

Antenna polarity is very important because it affects the quality of communication between the interrogator and tag.

The interrogator's antenna and the tag's antenna should have the same polarization. If polarization is not realized, a severe loss in signal, along with a drastic decrease in a read range, which results in unsuccessful communication with a tag, can be experienced.

Polarization can be either circular or linear. Linear polarization is relative to the surface of the earth. Linear polarization can also be either horizontal or vertical:
· Horizontally polarized signals propagate parallel to the earth.

· Vertically polarized signals propagate perpendicular to the earth.

Antennas with circular polarization can receive signals from both the vertical and horizontal planes by injecting the signal at two points on the antenna radiated slightly out of phase creating a rotating effect on the field. However, there is a slight loss of signal strength, due to the constructive and deconstructive effect of the field being slightly out of phase.

（三）、Antenna Field Calculations

There are several calculations regarding the antenna field that you may perform to understand the antenna performance based on power input and other variables. In this section, we discuss antenna gain and loss calculations, free space loss, effective radiated power, and field density calculations.

Antenna Gain and Loss

An antenna gain is achieved by focusing the radiated RF into narrower patterns to get more power coming from the antenna in the required direction. Antenna gain is the relative increase in radiation at the maximum point expressed as a value in decibels (dB) above a reference in this case, the basic antenna, a half-wavelength dipole by which all other antennas are measured. The reference is known as 0 dBD (zero decibels referenced to dipole):

Antenna gain in dBD = 10*log (Power output/Power input)

An antenna with the effective radiated power of twice the input power would therefore have a gain of 10*log (2/1) = 3dBD. Therefore, if you know the power output and input, you can find out the gain or "efficiency" of an antenna.

（四）、Tag Type Selection

The frequency is not the only important selection when choosing tags or RFID hardware. The type of tag can be

· Active

· Semi-passive

· Passive

These tags all have different characteristics and are used for different applications. The type of communication that active and passive systems use determines their read range as well as their effectiveness around certain materials.

Active Tags

Active tags typically have their own power source and can therefore achieve much farther read ranges than can passive tags. Active tags, by definition, transmit a signal to a reader. This design also allows them to carry various sensors on board as well as support larger memory. Because of this, active tags can track any environmental changes, as well as other data, and report this back to the interrogator and back-end system. You can use active tags in difficult environments because they do not have to wait for the interrogator's signal to answer; they are able to transmit by themselves.

There are two main types of active tags. The first major group answers only when an interrogator asks. These tags are called interrogator-talks-first tags. The second major group of tags is called beaconing tags. These tags transmit their signals to the area in preset periods regardless of the interrogator's presence. Active tags are more expensive than passive tags and, due to their limited battery life, they have shorter life spans. Active tags are also larger than passive tags.

Passive Tags

Passive tags do not have their own power source. They use the power they receive from the interrogation signal. This results in shorter read ranges compared to active systems. Compared to active tags, passive tags are smaller and can be manufactured faster and at a lower cost. Passive tags are best used on low-cost and high-quantity items, as well as on products that are very small. Because there is no battery, these tags have a long life span and function until the tag is either damaged or intentionally disabled.

Semi-passive Tags

Semi-passive tags use a power source (battery) to help with powering the tag when responding to the interrogator and to provide power to the internal memory. Using the battery can increase the read range even though the communication technique is the same as with the passive tags, that is, passive backscatter. However, these tags can have environmental sensors, and the data captured by these sensors can be saved in the internal memory. Since the power source is not used for transmitting, it has a longer life span than a similar battery would have if it were used in an active tag. Due to size restrictions, different types of batteries can be used, such as printed batteries.

（五）、Equipment Testing

Prior to mounting and connecting any equipment at the identified sites, it is a good idea to make sure that the equipment is working within the desired operational parameters as specified by the system design documentation. Verifying functionality reduces the possibility of installing defective or "bad" equipment and in turn cuts down on equipment troubleshooting during the installation phase.

By plugging the interrogator into a known good power source and monitoring the initial boot process, you can verify that the internal circuitry and firmware are operating properly. By connecting to the interrogator through RS-485, RS-232, or Ethernet through OEM diagnostics, you can verify that connectivity and remote operations can be effectively executed at the deployment site. Finally, passing a sample of known functioning tags through the read field to verify the reads through the OEM software shows whether the equipment will achieve the performance specified.

As with many network systems, a chain is only as strong as its weakest link. Therefore, by verifying that all the links in your RFID chain work prior to installation, you gain a greater degree of confidence that the initially installed equipment will operate successfully

（六）、Placement Evaluation

Installing interrogators and antennas is usually not a difficult proposition. Proper installation assures that they will be functional for many years to come. The design phase should identify exactly where the interrogator and its antennas are located, but final placement is a field technician's decision, because there may be complexities not foreseen or missed in the design phase.

Tip

A field modification may be needed, for instance, if the design indicates placing the interrogator such that the antenna connectors are stressed due to another object being too close. This may result in an electrically shorted wire. In this scenario, moving the interrogator another few inches away from the object, or turning the interrogator 90 degrees, could solve the problem.

Additionally, environmental differences, especially as they differentiate from a lab environment, most likely dictate needed "field appropriate" alterations to the equipment or casing design. For example, during the summer months in certain geographical areas, it has been suggested that a dew hole be created to allow for draining of condensation. This buildup of moisture is caused by rapid changes in temperature inside a NEMA enclosure. The dew hole allows separation of moisture from exposed circuit boards inside the installation casing.

Since antennas are the main communication interface between the tag on the product and the RFID interrogator, they are in the closest proximity to the objects you are attempting to read. This makes the antennas the most exposed components of any installed system. Therefore, you need to look for ways to safeguard the antennas against damage.

Tip

Mounting the antenna an inch behind the edge of a door, for instance, shifts the possibility of damage away from the antenna to the door frame. Another approach, especially as it applies to a warehouse dock door environment, is the installation of padded bollards. When forklifts and other similar types of product transport machinery are moving at high speeds, bollards can act as a protective shield for an interrogator or an antenna.

You should place the cables connecting the antennas to the interrogator out of harm's way. To do that, wherever possible, firmly secure them to a stationary object using tape, adjustable zip ties, brackets, or other fastening products. Enclosing the cables in conduit or other channeling materials may be appropriate if they are in an area exposed to possible damage.
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